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ABSTRACT

In recent years, multiple government officials, members of civil society, industry representatives, and academic scholars have suggested that a direct relationship exists between a country’s data privacy framework and international trade prospects. However, quantitative research in this field is still nascent. Therefore, this thesis explores the relationship between countries’ data privacy laws and annual commercial services exports and imports. I hypothesize that a positive correlation exists between privacy laws and international trade: I predict that countries or territories with stronger national privacy laws are likely to see higher levels of commercial services exports and imports, holding constant various control factors. Using demographic and international trade data from the World Bank and the World Trade Organization, I adopt linear and fixed-effects regression models to analyze national data privacy frameworks from 202 countries or territories between 2005 and 2018. I find that the results of this study generally support my hypothesis, although I underscore the limitations of these findings, including missing data and uncontrollable confounding variables. Finally, I offer conclusions and policy recommendations based on my preliminary analysis and offer support for further research into this topic.
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I. Introduction and Background

In the United States and around the world, there are economic interests in both protecting data privacy and facilitating cross-border data flows. However, these two are sometimes at odds: most countries regulate and enforce data privacy rules in different ways, and as a result, any single online transaction could be subject to multiple legal frameworks. Furthermore, some data privacy frameworks may legally restrict cross-border data transfers. In this thesis, I study the relationship between national data privacy frameworks and international trade. My hypothesis is that the enactment of strong national privacy laws is positively correlated with a country or territory’s annual commercial services exports and imports.

Over the past seven months, I have compiled, read, and analyzed data privacy laws and bills from 202 countries or territories. Of these 202 countries or territories, approximately 50 percent have enacted national data privacy frameworks—and for some, the levels of privacy protections and penalties vary widely. For example, approximately 37 percent of entities have enacted omnibus national privacy laws that broadly apply to all sectors, regions, and types of data (e.g., Argentina, France), while approximately 13 percent have sectoral laws that only cover specific industries, regions, or types of data (e.g., United States, Bolivia). Similarly, approximately 37 percent of entities have national privacy laws that limit data transfers to third-party countries that do not meet an “adequate” level of privacy protection (e.g., Germany, Japan), while around 63 percent either do not have national privacy laws or have laws without “data adequacy” requirements (e.g., United States, Bhutan). Finally, governments have widely-differing maximum levels of financial penalties for businesses that violate privacy laws, ranging from

---

*a In my study, I only assess national privacy laws passed on or before December 31, 2018. Therefore, any laws passed on or after January 1, 2019 are excluded from this calculation.*
approximately $259 in Nepal’s Privacy Act to approximately $22 million (or, if greater, four percent of a company’s global annual revenue) in the European Union’s General Data Protection Regulation (GDPR).\(^b\)

As I discuss in Section II, the passage of the GDPR has prompted increased scholarly discourse about the effects of data privacy laws. Governments have enacted dozens of data privacy laws and regulations between 2005 and 2018, with the GDPR as one prominent example. The EU adopted the GDPR in April 2016, and when it came into effect in May 2018, it replaced the European Data Protection Directive of 1995 and imposed new privacy obligations and higher non-compliance penalties on almost all businesses that collect, process, or store data from EU residents (including businesses not based in Europe).

Meanwhile, the United States has not yet enacted a comprehensive federal privacy law (Chin, 2018). Instead, it has dozens of sectoral federal or state laws that regulate some aspect of privacy, including the Privacy Act of 1974, Children’s Online Privacy Protection Act of 1998, and California Consumer Privacy Act of 2018 (CCPA), among others. However, multiple members of Congress have introduced federal baseline privacy legislation over the past two years, and current and future research on the relationship between privacy laws and international trade can have significant policy implications in the legislative process.

I organize this thesis as follows: in Section II, I discuss recent academic literature related to privacy laws and international trade; in Sections III and IV, I outline my theoretical and empirical models of analysis, where I employ linear and fixed-effects regression models to evaluate the relationship between national data privacy laws and annual commercial services

\(^b\) In this paper, all monetary values are listed in USD with a conversion rate as of December 31, 2019.
exports and imports. In Section V, I explain my data; in Section VI, I present my results. Finally, in Section VII, I report my findings and discuss the public policy implications of my study, as well as the limitations and opportunities for further research.
II. Literature Review

In recent years, the internet has facilitated the cross-border transfer of commercial goods and services. According to Meltzer, this development has positive implications for commerce: “traditional manufacturing and services companies [benefit] from internet-enabled applications and commerce. For instance, the internet has enabled entrepreneurs and businesses to access services and customers globally at lower costs” (Meltzer, 2014).

However, with the rise of the internet comes the challenge of data protection (Carlin, 1998). In a recent United Nations Conference on Trade and Development (UNCTAD) report, Fredriksson et al. writes that “data protection is directly related to trade in goods and services in the digital economy. Insufficient protection can create negative market effects by reducing consumer confidence, and overly stringent protection can unduly restrict businesses, with adverse economic effects as a result” (Fredriksson et al., 2016). Fredriksson et al. thus suggests that the stringency of data protection regulations can negatively impact international trade, while others, such as Kerry, argue that national privacy laws are “essential to competing in a global digital economy” (Kerry, Forthcoming).

In both scenarios, it becomes clear that research related to data protection and international trade is increasingly relevant in the global economy. According to Tesfachew, “understanding different approaches and potential avenues for establishing more compatible legal frameworks at national, regional, and multilateral levels is important for facilitating international trade and online commerce” (Fredriksson et al., 2016). Next, I discuss both of these countervailing points of view regarding the effects of data privacy laws on international trade.
A. Compliance Costs

Because new regulations can induce high compliance costs for businesses, many industry
groups have historically argued that certain privacy laws can have negative economic effects. For
example, Gary Schapiro, president of the Consumer Technology Association, testified in April
2018 before a House Oversight subcommittee that the GDPR was “going to hurt American
companies” and that it indirectly was “also going to kill people” (Schapiro, 2018). In context, the
IAPP and Ernst and Young estimate that the GDPR could cost companies an estimated $8 billion
in legal and compliance costs (Carson, 2018). Berkeley Economic Advising and Research
estimate that the CCPA could cost companies up to $55 billion in initial compliance expenses
(Roland-Holst, et al., 2019).

Academic scholars have also warned that laws like the GDPR could have potential unintended
consequences. According to Mattoo and Meltzer, one of the GDPR’s largest challenges is to
support digital trade while simultaneously maintaining privacy protections. They explain that
such regulations—that both induce high administrative costs and broadly apply to most
companies—could especially harm developing countries and small businesses (Mattoo &
Meltzer, 2018). Similarly, Shaffer writes that governments must weigh both privacy protections
and compliance costs when considering privacy regulations: “the concept of ‘fundamental
rights,’ however, is problematic when advocates give ‘rights’ an infinite value, eliminating the
possibility of any cost-benefit analysis involving competing values … Efficiency is reduced
because privacy interests are not balanced against other societal concerns, including access to
low-cost goods” (Shaffer, 2000).
B. INTEROPERABILITY OF NATIONAL PRIVACY LAWS

According to Swire, privacy regulations could harm international trade not only through higher compliance costs, but additionally through questions of international jurisdiction. In cases of cross-border data transfers, Swire says that this jurisdictional uncertainty could present businesses with compliance issues. However, he posits that the harmonization, or “approximation,” of laws between countries is one way to prevent international conflicts (Swire, 1998). Even if countries have different data privacy legal frameworks, the interoperability of frameworks can help businesses offer products and services more consistently between countries (Kerry, 2016).

Furthermore, other scholars suggest that uncertainty around new regulations, such as the GDPR, could cause a downward pressure on investment. Tesfachew writes: “in [some] cases, the various pieces of legislation introduced are incompatible with each other. … Such lack of clarity creates uncertainty for consumers and businesses, limits the scope for cross-border exchange, and stifles growth” (Fredriksson et al., 2016). Tesfachew summarizes a concern that the legal uncertainty surrounding conflicting country-specific laws could negatively impact investment and emerging technologies.

C. DATA ADEQUACY REQUIREMENTS

In June 1977, Senator George McGovern, who served on the Senate Committee on Foreign Relations, wrote in The New York Times that “one way to ‘attack’ a nation such as the United States which depends heavily on information and communications is to restrain the flow of information.” Since then, several governments, such as the EU and India, have adopted privacy laws that restrict information flows under certain conditions. Under Article 45 of the GDPR, for
example, businesses may only transfer data from the European Union to non-EU countries if the European Commission determines that the receiving country meets “adequate” privacy standards (Mulligan et al., 2019). Mattoo and Meltzer write that the GDPR’s data adequacy provisions are “likely to affect trade that depends on data flows” (Mattoo & Meltzer, 2018).

Data adequacy requirements (i.e., requiring certain privacy standards for cross-border data transfers) are distinct from data localization laws (i.e., requiring a company to store data on a domestic server), although both can present digital trade barriers for companies. Countries might restrict cross-border data flows for multiple reasons, including privacy, cybersecurity, economic protectionism, or political censorship (Fefer, 2019). Meltzer argues that governments can use data localization rules to promote domestic businesses at the expense of foreign ones; furthermore, some governments such as China and Iran have even used data flow restrictions to block access to online political commentary (Meltzer, 2014).

Many U.S. trading partners, such as Argentina, Israel, and Japan, currently meet Europe’s data adequacy requirements—but the United States does not. In the absence of a legal framework that meets data adequacy provisions, countries such as the United States can reach accommodations allowing businesses to demonstrate privacy commitments through signed legal contracts or other industry-wide standards. However, legal challenges to such accommodations, like the EU-U.S. Privacy Shield, result in regulatory uncertainty that could also affect businesses operating internationally (Raul et al., 2015). Eger recommends that the United States pass a federal privacy law to help trade: “both the informational and economic functions of transnational communication are threatened, however, by the ever-increasing restrictions growing out of foreign privacy and data protection laws. … the United States must develop a
unified national policy respecting transnational data flows” (Eger, 1978). Eger goes further to suggest that any restrictions on the free flow of data, such as data adequacy requirements, could act in function like a non-tariff trade barrier. In other words, restricting cross-border data flows could hurt countries, and especially exports for developing countries (Meltzer, 2014).

D. CONSUMER TRUST IN COMPANIES

Despite these challenges, a number of scholars and privacy advocates suggest that privacy regulations could boost international trade. For example, national privacy frameworks could improve consumer confidence in information privacy and provide some degree of long-term regulatory certainty for companies. In 2015, after the Snowden leaks, the Pew Research Center surveyed approximately 600 Americans and found that 33 percent reported that they were “not at all confident” that companies or retailers would keep their data private and secure—and only four percent were “very confident” (Madden & Rainie, 2015). Tesfachew writes that “creating trust online is a fundamental challenge to ensure that opportunities emerging in the information economy can be fully leveraged” (Fredriksson et al., 2016).

However, not all scholars agree on the effects of privacy and consumer trust on international trade. In fact, one recent study suggests that there is no change in consumer behavior due to privacy incident notifications. In 2009, Muntermann and Roßnagel compared stock market reactions following privacy incident notifications and found that, for companies, the financial effects of privacy incidents were minimal compared to disclosures of other types of negative events. Therefore, the two researchers concluded that privacy incident notifications do not generally affect macroeconomic markets (Muntermann & Roßnagel, 2009).
E. DIPLOMACY AND PRIVACY VALUES

Finally, some researchers describe the possibility for a country to demonstrate diplomatic good will (or “soft power”) through its data privacy regime. Kerry posits that liberal democracies can align themselves with their geopolitical or economic allies by passing meaningful privacy legislation. He writes that the international community has doubted U.S. privacy values due to recent attention to Facebook and Snowden, and that these events have highlighted the breadth of data collection and lack of U.S. regulation (Kerry, Forthcoming).

Kerry suggests that a U.S. federal privacy law would better align the United States with its international allies, while other scholars contend that there are broader cultural differences in privacy. To Whitman, “it often seems obvious [to Europeans] that Americans do not understand the imperative demands of privacy at all,” explaining that Americans are more likely than Europeans to discuss their salaries or share their credit scores (Whitman, 2004). To Sedgewick, “points of international agreement, particularly shared norms and concerns between the United States and Europe, can be useful in bridging the differences between their existing digital privacy frameworks. However, distrust and fear of the others’ approach have created an environment hostile to reconciliation of the two regimes” (Sedgewick, 2017). In some cases, governments can influence each other: referring to the “theme of foreign market power,” Shaffer explains that market power drives international data privacy negotiations over both social regulation and trade (Shaffer, 2000).

F. CONTINUING THE DISCUSSION

Many of these issues are largely legal or theoretical—because many countries have enacted privacy laws within the past couple decades, not much quantitative data have yet become
available to explain any correlation between national privacy laws and international trade. Therefore, this thesis is a preliminary endeavor to quantify such a relationship. By comparing countries and territories’ annual commercial services exports and imports with their national privacy frameworks from 2005 to 2018, I consider the issues raised by Meltzer, Mattoo, Kerry, Eger, and others.

Furthermore, I build upon recent literature by analyzing several major factors raised (e.g., the enactment of a national privacy law; the enactment of an omnibus national privacy law covering all sectors, the enactment of data adequacy requirements; and the strictness of a national law as measured by monetary penalties). In doing so, I seek to motivate further research and analysis into the relationship between national privacy frameworks and international trade.
III. THEORETICAL MODEL

Based on recent literature, I hypothesize that the enactment of a national privacy law has a positive correlation with a country or territory’s international trade prospects. To explore the relationship between national privacy laws and trade, I develop the following general formula:

\[
\text{International Trade} = f(\text{Privacy Law}, \text{GDP}, \text{Population}, \text{Technology Adoption}, e)
\]  \hspace{1cm} (1)

With this theoretical model, my primary objective is to measure the magnitude of the Privacy Law variable, which represents the status of a country or territory’s national privacy framework in a given year. In addition to the Privacy Law variable, I control for several other factors that could also impact a nation’s international trade prospects. These include GDP, Population, and Technology Adoption, all of which are positively correlated with both Privacy Law and International Trade. Finally, “e” represents random error. Using this general formula, I predict each country or territory’s annual trade statistics given its national privacy framework and control variables.

In Section IV, I explain the empirical model that I use to test this theoretical model, and in Section V, I discuss my data in greater detail.
IV. EMPirical Model

To explore the relationship between national privacy laws and international trade, I use linear regression and fixed-effects models for each of the following eight formulas:

\[
Annual \text{ Commercial Services Exports} = \beta_0 + \beta_1(Privacy \ Law) + \beta_5(GDP) + \beta_6(\text{Population}) + \beta_7(\text{Mobile Subscriptions}) + \epsilon
\] (2)

\[
Annual \text{ Commercial Services Exports} = \beta_0 + \beta_2(Privacy \ Law) + \beta_5(GDP) + \beta_6(\text{Population}) + \beta_7(\text{Mobile Subscriptions}) + \epsilon
\] (3)

\[
Annual \text{ Commercial Services Exports} = \beta_0 + \beta_3(Privacy \ Law) + \beta_5(GDP) + \beta_6(\text{Population}) + \beta_7(\text{Mobile Subscriptions}) + \epsilon
\] (4)

\[
Annual \text{ Commercial Services Imports} = \beta_0 + \beta_1(Privacy \ Law) + \beta_5(GDP) + \beta_6(\text{Population}) + \beta_7(\text{Mobile Subscriptions}) + \epsilon
\] (5)

\[
Annual \text{ Commercial Services Imports} = \beta_0 + \beta_2(Privacy \ Law) + \beta_5(GDP) + \beta_6(\text{Population}) + \beta_7(\text{Mobile Subscriptions}) + \epsilon
\] (6)

\[
Annual \text{ Commercial Services Imports} = \beta_0 + \beta_3(Privacy \ Law) + \beta_5(GDP) + \beta_6(\text{Population}) + \beta_7(\text{Mobile Subscriptions}) + \epsilon
\] (7)

\[
Annual \text{ Commercial Services Exports} = \beta_0 + \beta_4(Privacy \ Law) + \beta_5(GDP) + \beta_6(\text{Population}) + \beta_7(\text{Mobile Subscriptions}) + \epsilon
\] (8)

\[
Annual \text{ Commercial Services Imports} = \beta_0 + \beta_4(Privacy \ Law) + \beta_5(GDP) + \beta_6(\text{Population}) + \beta_7(\text{Mobile Subscriptions}) + \epsilon
\] (9)

In these regression models, I use four separate independent variables to measure national privacy frameworks in each country or territory (\(\beta_1, \beta_2, \beta_3, \text{ and } \beta_4\)). The first three variables are binary. \(\beta_1, \beta_2, \text{ and } \beta_3\) each represent “yes” or “no” responses whether each entity meets the following standards in a given year: has enacted a national privacy law (\(\beta_1\)), has enacted an omnibus national privacy law covering all data, sectors, and regions (\(\beta_2\)), and has enacted a national privacy law with data adequacy provisions (\(\beta_3\)). In models (8) and (9), the maximum monetary penalty (\(\beta_4\)) is a continuous variable representing the maximum monetary penalty per privacy violation; countries or territories without any national privacy laws receive a “0” in this
coding. Countries or territories with multiple sectoral national privacy laws are omitted from models (8) and (9) due to the possibility of many values for monetary penalties. For example, the United States, with numerous sectoral federal and state laws, would receive a “1” for β1, a “0” for β2, a “0” for β3, and would be excluded from the coding of β4.

Linear regression models, or ordinary least squares (OLS) regression models, predict the value of the dependent variable based on the input independent variables in the model. However, the possibility of omitted variable bias exists if I exclude independent control variables from the model that are correlated with both Privacy Law and Annual Commercial Services Exports or Imports. For this reason, I also use fixed-effects regression models to control for demographic factors that either do not change over time or change at a constant rate over time. For both types of regression models, I additionally control for known confounding variables: GDP (β5), population size (β6), and technology adoption (β7, as measured by number of mobile subscriptions per 100 people).

I predict that each of these three demographic variables (β5, β6, and β7) have a positive correlation with a country or territory’s level of international trade; if uncontrolled for in the model, omitted variable bias could occur. In addition, as I hypothesize that national privacy laws ultimately benefit international trade, I predict that the four independent variables representing national privacy laws (β1, β2, β3, β4) will have a positive correlation with the dependent variable, commercial services exports and imports.

In the next section, I discuss the data that I use to estimate this empirical model, including how I code the “Privacy Law” independent variables and choose the control and dependent variables.
V. DATA

A. INDEPENDENT VARIABLE: PRIVACY LAWS

To catalogue the privacy legal frameworks of these 202 countries and territories, I first access the original language of all publicly-accessible national privacy laws to the extent possible, using online translators if necessary. Although many laws are available on government websites, I find that some laws are not easily translatable or machine-readable, and in some cases, not available online at all. For this reason, I also use dozens of legal resources and media reports to both supplement and fact-check my research. These include analyses from Bloomberg Law, DLA Piper, Lexology, UNCTAD, Baker McKenzie, Graham Greenleaf, Commission Nationale de l’Informatique et des Libertes (CNIL), among others (see Appendix A). The independent variable Privacy Law represents the culmination of this comprehensive analysis of national data privacy laws.

After compiling a comprehensive database of national privacy laws, I then create three binary variables as described in Section IV: β1) Has the country or territory enacted a national privacy law, either sectoral or omnibus? β2) Has the country or territory enacted an omnibus national privacy law covering all types of data, regions, and sectors? β3) Has the country or territory enacted a national privacy law with data adequacy requirements? Each of these three variables is coded “1” for “yes” or “0” for “no,” corresponding with each entity’s status every year. In addition, I code a fourth variable, β4, a continuous variable that represents the maximum financial penalty per privacy law violation (in USD; adjusted for inflation). I report the status of each of these four variables for every year between 2005 and 2018.
It is important to note the limitations of the *Privacy Law* independent variable. $\beta_1$, $\beta_2$, and $\beta_3$ only code the enactment of laws—they do not account for the enforcement of laws, nor do they incorporate trade accommodations like the EU-U.S. Privacy Shield. $\beta_2$ is relatively straightforward—does the entity have a comprehensive national privacy framework or not—but $\beta_1$ requires judgment calls as to what qualifies as a data privacy law (for example, I counted sectoral telecommunications privacy laws, but did not include general constitutional principles or freedom of information laws). Furthermore, $\beta_4$ only considers financial penalties, and does not factor criminal or non-financial penalties into the analysis. Finally, as mentioned earlier, I omitted countries or territories with multiple sectoral national privacy laws from the coding of $\beta_4$ due to the possibility of numerous values of monetary penalties. Because $\beta_4$ only includes countries or territories with omnibus national privacy laws and those with none, the sample size for this variable is smaller than $\beta_1$, $\beta_2$, and $\beta_3$ (see Table 1). In summary, this coding is a preliminary endeavor and does not fully capture the complexity of modern data privacy legal frameworks.

**B. Dependent Variable: International Trade**

To measure my dependent variable, international trade, I turn to the World Trade Organization’s (WTO) public database of international trade statistics by nation and year. From this database, I create a continuous variable that reports each country or territory’s total annual commercial services exports and imports from 2005 to 2018—this includes finance, internet, technology, tourism, hospitality, and other services.\(^c\)

In addition to commercial services, the WTO also collects data regarding annual commercial merchandise exports and imports from 2005 to 2018, and the World Bank makes data available on high technology exports by nation from 2007 to 2018. In an ideal study, I would be able to collect the precise breakdown of commercial services and merchandise exports and imports by industry and sector, as privacy laws can affect different businesses in different ways. However, in this study, I am only able to use general, publicly-available trade statistics.

Due to this limitation, I choose to measure international trade using commercial services exports and imports, rather than merchandise exports and imports. When it comes to merchandise, there is a wide range of exports and imports by country; for example, Germany’s leading exports are machinery and vehicles, which may depend less on customer personal information than ICT goods do (CIA World Factbook). Although privacy laws also affect services differently by sector, the overall trade number is still relevant because almost any company providing internet-based services across borders will need to consider data protection.

Finally, I elect not to use the World Bank’s data on high technology exports due to the scope of missing information—the World Bank has data available on approximately 123 countries, which would reduce my sample size from roughly 2,600 to 1,474.

C. CONTROL VARIABLES

Lastly, I utilize three control variables in my regression model: GDP, population size, and technology adoption (as measured by the number of mobile subscriptions per 100 people).©

---

Some additional factors that could potentially contribute to omitted variable bias are education, workforce size, and urbanization, as all three are indicators of economic development. The omission of an education control variable in this study is also a result of a lack of publicly-available data. Although the World Bank has data on primary, secondary, and tertiary school enrollment, information from approximately one-third of listed countries are missing. When including the World Bank school enrollment data, the number of observations in the sample decreases from approximately 2,400 to 1,500 observations and the education variable itself is statistically insignificant across most of the regression models. The World Bank also has publicly-available data on labor force size and urban population from 2005 to 2018, but in addition to missing countries, I encounter a high level of multicollinearity between the labor force, total population, and urban population variables, resulting in statistically insignificant coefficients for one or all three variables when included together in the same regression (See Appendix B). Therefore, I choose to omit education, workforce size, and urbanization from the regressions in Tables 1, 2, and 3.

In Tables 1, 2, and 3, I use the World Bank’s public data on the number of mobile cellular subscriptions per 100 people from 2005 to 2018 as the best available measure of technology


adoption. To control for technology adoption, I also experiment with substituting access to electricity, but I find that access to electricity is generally insignificant in the fixed-effects model, possibly due to a lack of year-to-year variation from 2005 to 2018 (many countries remain constant during this period at 100 percent), as well as missing data for some countries (See Appendix B). Therefore, the regressions in Tables 1, 2, and 3 use the number of mobile subscriptions as a statistically significant—although not perfect—indicator of technology adoption from 2005 to 2018.

For ease of interpretation, I transform all continuous variables in the model to log variables. This allows me to estimate the elasticity of the dependent variable: how either a percentage change (for β4, β5, β6, or β7) or a binary change (for β1, β2, β3) in x affects a percentage change in y. The following table summarizes descriptive statistics for my independent and dependent variables.

---

<table>
<thead>
<tr>
<th>Variable</th>
<th>N</th>
<th>Mean</th>
<th>Std. Dev.</th>
<th>Minimum</th>
<th>Maximum</th>
</tr>
</thead>
<tbody>
<tr>
<td>Law*</td>
<td>2632</td>
<td>0.514</td>
<td>0.499</td>
<td>0</td>
<td>1</td>
</tr>
<tr>
<td>Law – All Sectors*</td>
<td>2605</td>
<td>0.375</td>
<td>0.484</td>
<td>0</td>
<td>1</td>
</tr>
<tr>
<td>Law – Data Adequacy*</td>
<td>2479</td>
<td>0.372</td>
<td>0.483</td>
<td>0</td>
<td>1</td>
</tr>
<tr>
<td>Monetary Penalty (Log)</td>
<td>679</td>
<td>10.637</td>
<td>3.535</td>
<td>0</td>
<td>16.924</td>
</tr>
<tr>
<td>Services Exports (Log)</td>
<td>2557</td>
<td>21.672</td>
<td>2.345</td>
<td>14.509</td>
<td>27.443</td>
</tr>
<tr>
<td>Services Imports (Log)</td>
<td>2544</td>
<td>21.876</td>
<td>2.141</td>
<td>16.899</td>
<td>30.651</td>
</tr>
<tr>
<td>GDP (Log)</td>
<td>2568</td>
<td>24.185</td>
<td>2.344</td>
<td>16.899</td>
<td>30.651</td>
</tr>
<tr>
<td>Population (Log)</td>
<td>2632</td>
<td>15.594</td>
<td>2.104</td>
<td>9.21</td>
<td>21.055</td>
</tr>
<tr>
<td>Mobile Subscriptions (Log)</td>
<td>2560</td>
<td>4.269</td>
<td>0.857</td>
<td>-1.336</td>
<td>5.844</td>
</tr>
<tr>
<td>Secondary Education (Log)</td>
<td>1779</td>
<td>4.321</td>
<td>0.467</td>
<td>1.78</td>
<td>5.099</td>
</tr>
<tr>
<td>Labor Force (Log)</td>
<td>2464</td>
<td>15.057</td>
<td>1.809</td>
<td>10.484</td>
<td>20.484</td>
</tr>
<tr>
<td>Urban Population (Log)</td>
<td>2604</td>
<td>14.975</td>
<td>2.126</td>
<td>8.511</td>
<td>20.529</td>
</tr>
<tr>
<td>Electricity Access (Log)</td>
<td>2398</td>
<td>4.228</td>
<td>0.665</td>
<td>0.405</td>
<td>4.605</td>
</tr>
</tbody>
</table>

*Indicates a binary variable, where “1” indicates the presence of a condition and “0” indicates the absence of a condition.
VI. Results

After compiling this dataset, I use my empirical model to test the relationship between national privacy laws and international trade. First, I use a linear regression to compare four measures of privacy frameworks (enactment of a national privacy law, enactment of a national privacy law applying to all sectors, enactment of a national privacy law with data adequacy requirements, and maximum monetary penalties) with the annual commercial services exports and imports of each country or territory. Second, I use a fixed-effects model to compare these same variables but additionally controlling for unknown or unobserved variables that either do not change over time or change at a constant rate over time. When comparing these two models, I have found positive and statistically significant correlations between national privacy laws and commercial services exports and imports—consistent with my hypothesis—although the magnitude of the correlation and the level of statistical significance varies with each of the two types of regressions.
The findings in Table 2 generally suggest that—holding all variables in the models constant—a positive correlation exists between national privacy laws and commercial services exports. However, there is a quantitative difference between the magnitude and statistical significance of the privacy law independent variables in the OLS and fixed-effects models.

Columns 1, 3, and 5 display the results of the three linear regressions. Using an OLS model, I find that countries or territories that have enacted any national privacy law (including sectoral laws, omnibus laws, and laws with data adequacy provisions) have higher commercial services exports than those that have not enacted any national privacy law, holding constant the country
or territory’s GDP, population size, and number of mobile subscriptions. For example, the OLS model indicates that, on average, countries or territories that have enacted at least one national privacy law generate 44.9 percent higher annual commercial services exports than those that have not, holding constant GDP, population size, and technology adoption. The magnitude of the correlation increases with the comprehensiveness of the legislation—on average, countries or territories that enact a national privacy law applying to all sectors generate 63.7 percent higher annual commercial services exports than those that have not enacted any national privacy laws, holding all variables in the model constant. In all three linear regressions (Columns 1, 3, and 5), the results are statistically significant at a 99 percent confidence level. The R-squared of the OLS models (Columns 1, 3, and 5) are around 0.86, indicating that the independent variables in the regression—privacy legal framework, GDP, population size, and mobile subscriptions—predict approximately 86 percent of the variance in the dependent variable, commercial services exports.

Although the OLS regressions in Columns 1, 3, and 5 support my hypothesis, the possibility of omitted variable bias exists within these results. Omitted variable bias—which occurs as a result of non-random omission of variables that are correlated with both the independent and dependent variables in a regression—could exist in the linear regression models because I only control for variables with publicly-accessible data. In other words, I currently control for GDP, population size, and technology adoption—but if other variables exist that correlate with both national privacy laws and commercial services exports, then omitted variable bias may exist in these OLS models.

To help solve the problem of omitted variable bias, I next use a fixed-effects model. Fixed-effects models control for unobserved variables that are either held constant over time or change
at a constant rate over time. In this model, it is possible that fixed-effects may control for unobservable country-level variables such as time-invariant trade partnerships or cultural attitudes toward privacy. In addition, I continue to include known control variables that vary over time: GDP, population size, and technology adoption.

After controlling for time-invariant variables, the fixed-effects models (in Columns 2, 4, and 6) still indicate a positive and statistically significant relationship between national privacy laws and commercial services exports. However, the magnitude and statistical significance of the privacy law coefficients change. In Column 4, countries or territories that have enacted at least one national privacy law governing all sectors generate, on average, 10.5 percent higher commercial services exports than those that have not enacted any privacy laws, holding all variables in the model constant. This result is statistically significant at a 5 percent confidence level, with R-squared at approximately 0.486. Although the results in Columns 2, 4, and 6 still indicate a positive correlation between national privacy laws and commercial services exports, the different in magnitude between the parallel OLS regressions indicate that at least part of the results observed in Columns 1, 3, and 5 may encompass omitted variable bias. The fixed-effects models control for time-invariant variables, but none of the models control for unobserved confounding variables that vary with time.
Like the results in Table 2, I generally find a positive and statistically significant correlation between national privacy laws and commercial services imports in Table 3. The results of the OLS regressions are displayed in Columns 1, 3, and 5, while the results of the fixed-effects models are displayed in Columns 2, 4, and 6.

Interestingly, the results of the OLS and fixed-effects regressions are more similar when measuring commercial services imports, as opposed to commercial services exports. For example, on average, countries or territories that enact at least one national privacy law generate 9.5 percent higher annual commercial services imports as calculated by an OLS regression.
(Column 3) and 14.2 percent higher annual commercial services imports as calculated by a fixed-effects regression (Column 4) than those that have not, holding all variables in the model constant. Furthermore, countries or territories that enact at least one national privacy law applying to all sectors generate 20.9 percent higher annual commercial services imports as calculated by an OLS regression (Column 1) and 11.7 percent higher annual commercial services imports as calculated by a fixed-effects regression (Column 2) than those that have not enacted any national privacy legislation, holding all variables in the model constant. Additionally, R-squared is higher for commercial services imports than exports, equating to over 0.92 for the linear regressions (Columns 1, 3, 5) and about 0.59 to 0.60 for the fixed-effects models (Columns 2, 4, 6).

The smaller difference in magnitude of the privacy coefficients between the OLS and fixed-effects models may suggest that the effects of omitted variable bias in the linear regressions (Columns 1, 3, and 5) are lower for commercial services imports than exports. However, it is important to note that the magnitude of the correlation is also comparatively lower for commercial services imports, and the coefficient for enacted privacy laws with data adequacy provisions has a P-value of 0.16, which is above a 10 percent level of statistical significance. However, the OLS and fixed-effects regression results for enacted privacy laws and enacted omnibus privacy laws are both statistically significant at a 95 percent confidence level, with P-values ranging from 0.024 to less than 0.000. Furthermore, it is also important to note that (as with Table 2), the fixed-effects models in Table 3 only control for time-invariant variables, and do not control for unobserved confounding variables that change over time.
Finally, Table 4 shows the OLS and fixed-effects regression results of maximum monetary penalties for privacy law violations and commercial services exports and imports. As with Tables 2 and 3, I generally find positive and statistically significant correlations between privacy laws and commercial services exports and imports in Table 4. In Table 4, I now compare each entity’s commercial services exports and imports with the maximum monetary penalty in enacted privacy laws, holding constant GDP, population size, and number of mobile subscriptions. Here, the results of the OLS and fixed-effects regressions are even more similar than in Table 3: in Table 4, each one percent increase in maximum monetary penalty is correlated with a 2.41 percent increase in annual commercial services exports and a 1.52 percent increase in commercial
services imports as measured by an OLS regression (Columns 1 and 3), and a 3.69 percent increase in annual commercial services exports and 3.1 percent increase in commercial services imports, as measured by a fixed-effects model (Columns 2 and 4), holding all variables in the model constant. Each of these results is statistically significant at a 99 percent confidence level.

Building on my discussion of data limitations in Section V, these findings are limited by several factors: data access, the inability to code the complexities of privacy legislation into my independent variable, and the variation in commercial activity per country or territory. Although the R-squared and P-value of these regression models are generally promising—as they show that the independent variables included in the models predict a significant percentage of the variation in the dependent variable, and there is a low probability that I find these results by chance—it is important to note that, due to the limitations of my study, I am unable to infer causation from any of these observed correlations.
VII. CONCLUSION AND POLICY RECOMMENDATIONS

With the above linear and fixed-effects regression models, I find that the enactment of comprehensive national privacy laws has a positive and statistically significant correlation with a country or territory’s annual commercial services exports and imports. Although I acknowledge the limited nature of my study, my results lend preliminary support to Kerry, Meltzer, Mattoo, Tesfachew, and other scholars who argue that national privacy laws can positively affect international trade.

Based on these results, as well as recent literature, I support the consideration of international trade implications as Congress continues to develop federal privacy legislation. This consideration is already present among federal agencies, stakeholders, and Congress itself. The National Telecommunications and Information Administration (NTIA) of the U.S. Department of Commerce requested comments on a federal privacy framework in 2018, which, among other provisions, included a “regulatory landscape that is consistent with the international norms and frameworks in which the United States participates” (NTIA, 2018). In their reply comments, several organizations including Google and Verizon emphasized a need to unify U.S. privacy policy with international standards.

Furthermore, Senate and House committees have held multiple hearings on the GDPR and other international privacy standards, including a Senate Commerce Committee hearing on May 1, 2019, where Ranking Member Maria Cantwell (D-WA) stated: “we also need to work with our international partners to form coalitions around cybersecurity standards and work towards harmonizing privacy and cybersecurity regulations” (Cantwell, 2019).
My research, in conclusion, supports the academic theory that privacy regulations have a direct relationship with trade, as well as the related policy argument that a comprehensive U.S. federal privacy law would help U.S. trade. In turn, I recommend that Congress continue to develop privacy legislation—and continue to seek advice from U.S. trade allies—in order to promote trade certainty for U.S. businesses and individuals. As I describe earlier, my research only measures basic measures of national privacy frameworks, as well as overall levels of commercial services exports and imports. It is one way to approach an inquiry—but it does not give us the complete picture, as systems of privacy laws and international trade are both extremely complex.

But where I leave off, there are infinite opportunities for future research. It would be especially interesting to see research into the nuances of privacy law—for example, how national privacy laws are enforced and penalties given, and the related impacts on diverse industries and sectors. In addition, there are political and economic interests into researching individual countries: for example, how major trade partners like the United States, European Union, and China are uniquely affected by changes in privacy legal frameworks in recent years. Furthermore, future research that finds a way to capture some of the other confounding variables that are correlated with international trade—perhaps either through proxy variables or the accumulation of additional data over time—could bring us closer to quantifying a relationship between national privacy laws and international trade. Given a growing political and economic interest for federal privacy legislation in the United States, now is an important time to build on the academic research in this field.
APPENDIX A: INTERNATIONAL PRIVACY LEGAL RESOURCES


## APPENDIX B: ADDITIONAL CONTROL VARIABLES

### Table 5: Linear and Fixed-Effects Regression Models of National Privacy Laws and Demographic Variables on Log Commercial Services Exports (2005-2018)

<table>
<thead>
<tr>
<th>VARIABLES</th>
<th>(1) OLS</th>
<th>(2) OLS Fixed Effects</th>
<th>(3) OLS</th>
<th>(4) OLS Fixed Effects</th>
<th>(5) OLS</th>
<th>(6) OLS Fixed Effects</th>
</tr>
</thead>
<tbody>
<tr>
<td>Law – Enacted</td>
<td>0.306***</td>
<td>0.0692</td>
<td>(0.0535)</td>
<td>0.497***</td>
<td>0.0483</td>
<td>(0.0452)</td>
</tr>
<tr>
<td>Law – All Sectors</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Law – Data Adequacy</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>GDP (Log)</td>
<td>1.026***</td>
<td>0.67***</td>
<td>0.979***</td>
<td>0.6526***</td>
<td>0.965***</td>
<td>0.643***</td>
</tr>
<tr>
<td>Population (Log)</td>
<td>-0.973***</td>
<td>-0.497</td>
<td>-0.939***</td>
<td>-0.455</td>
<td>-1.039***</td>
<td>-0.446</td>
</tr>
<tr>
<td>Mobile Subscriptions (Log)</td>
<td>-0.031</td>
<td>0.1209**</td>
<td>-0.0405</td>
<td>0.1402**</td>
<td>-0.0273</td>
<td>0.175***</td>
</tr>
<tr>
<td>Education (Log)</td>
<td>0.0985</td>
<td>0.2923*</td>
<td>0.0818</td>
<td>0.1921</td>
<td>0.0236</td>
<td>0.1538</td>
</tr>
<tr>
<td>Labor Force (Log)</td>
<td>0.7203***</td>
<td>0.0621</td>
<td>0.773***</td>
<td>-0.0989</td>
<td>0.8435***</td>
<td>0.028</td>
</tr>
<tr>
<td>Urban Population (Log)</td>
<td>-0.0532</td>
<td>0.412</td>
<td>-0.0839</td>
<td>0.5416</td>
<td>-0.0538</td>
<td>0.3655</td>
</tr>
<tr>
<td>Access to Electricity (Log)</td>
<td>0.3379***</td>
<td>-0.2944</td>
<td>0.415***</td>
<td>-0.299</td>
<td>0.438***</td>
<td>-0.333</td>
</tr>
<tr>
<td>Constant</td>
<td>0.3419</td>
<td>5.6863</td>
<td>0.3782</td>
<td>6.3122</td>
<td>0.9163</td>
<td>7.4233</td>
</tr>
<tr>
<td>Observations</td>
<td>1.594</td>
<td>1.594</td>
<td>1.573</td>
<td>1.543</td>
<td>1.496</td>
<td>1.496</td>
</tr>
<tr>
<td>R-squared</td>
<td>0.8949</td>
<td>0.851</td>
<td>0.8953</td>
<td>0.8382</td>
<td>0.8883</td>
<td>0.8322</td>
</tr>
<tr>
<td>F test</td>
<td>2155***</td>
<td>48.77***</td>
<td>2211***</td>
<td>56.41***</td>
<td>1976***</td>
<td>52.41***</td>
</tr>
<tr>
<td>Number of countries</td>
<td>162</td>
<td>160</td>
<td>152</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Robust standard errors in parentheses

*** p<0.01, ** p<0.05, * p<0.1
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### Table 6: Linear and Fixed-Effects Regression Models of National Privacy Laws and Demographic Variables on Log Commercial Services Imports (2005-2018)

<table>
<thead>
<tr>
<th>VARIABLES</th>
<th>(1) OLS</th>
<th>(2) Fixed Effects</th>
<th>(3) OLS</th>
<th>(4) Fixed Effects</th>
<th>(5) OLS</th>
<th>(6) Fixed Effects</th>
</tr>
</thead>
<tbody>
<tr>
<td>Law – Enacted</td>
<td>0.139***</td>
<td>0.0371</td>
<td>0.219***</td>
<td>0.0277</td>
<td>0.221***</td>
<td>0.0150</td>
</tr>
<tr>
<td>(0.0308)</td>
<td></td>
<td>0.0500</td>
<td>(0.0273)</td>
<td>(0.0550)</td>
<td>(0.0286)</td>
<td>(0.0551)</td>
</tr>
<tr>
<td>Law – All Sectors</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Law – Data Adequacy</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>0.0170</td>
<td>0.0320</td>
</tr>
<tr>
<td>GDP (Log)</td>
<td>1.127***</td>
<td>0.86***</td>
<td>1.109***</td>
<td>0.850***</td>
<td>0.1078***</td>
<td>0.865***</td>
</tr>
<tr>
<td>(0.0199)</td>
<td>0.109</td>
<td>0.0193</td>
<td>(0.112)</td>
<td>(0.0195)</td>
<td>(0.015)</td>
<td>(0.115)</td>
</tr>
<tr>
<td>Population (Log)</td>
<td>-0.0824</td>
<td>-0.629</td>
<td>-0.129</td>
<td>-0.380</td>
<td>-0.212**</td>
<td>-0.682</td>
</tr>
<tr>
<td>(0.0824)</td>
<td>1.041</td>
<td>0.0846</td>
<td>1.063</td>
<td>(0.0851)</td>
<td>1.166</td>
<td></td>
</tr>
<tr>
<td>Mobile Subscriptions (Log)</td>
<td>0.086***</td>
<td>0.00112</td>
<td>0.0924***</td>
<td>0.0161</td>
<td>0.087***</td>
<td>0.0233</td>
</tr>
<tr>
<td>(0.0223)</td>
<td>0.0456</td>
<td>0.0217</td>
<td>(0.0487)</td>
<td>(0.0236)</td>
<td>(0.0485)</td>
<td></td>
</tr>
<tr>
<td>Education (Log)</td>
<td>-0.163**</td>
<td>0.0993</td>
<td>-0.196***</td>
<td>0.0400</td>
<td>-0.126*</td>
<td>0.0140</td>
</tr>
<tr>
<td>(0.0647)</td>
<td>0.151</td>
<td>0.0655</td>
<td>(0.145)</td>
<td>(0.0744)</td>
<td>(0.156)</td>
<td></td>
</tr>
<tr>
<td>Labor Force (Log)</td>
<td>-0.246***</td>
<td>0.199</td>
<td>-0.128</td>
<td>0.187</td>
<td>-0.0256</td>
<td>0.285</td>
</tr>
<tr>
<td>(0.0787)</td>
<td>0.416</td>
<td>0.0818</td>
<td>(0.426)</td>
<td>(0.0841)</td>
<td>(0.446)</td>
<td></td>
</tr>
<tr>
<td>Urban Population (Log)</td>
<td>-0.00467</td>
<td>0.587</td>
<td>-0.0516</td>
<td>0.404</td>
<td>-0.0423</td>
<td>0.551</td>
</tr>
<tr>
<td>(0.0413)</td>
<td>0.597</td>
<td>0.0462</td>
<td>(0.642)</td>
<td>(0.0474)</td>
<td>(0.722)</td>
<td></td>
</tr>
<tr>
<td>Access to Electricity (Log)</td>
<td>-0.304***</td>
<td>-0.101</td>
<td>-0.253***</td>
<td>-0.0856</td>
<td>-0.24***</td>
<td>-0.122</td>
</tr>
<tr>
<td>(0.0445)</td>
<td>0.129</td>
<td>0.0448</td>
<td>(0.129)</td>
<td>(0.0460)</td>
<td>(0.135)</td>
<td></td>
</tr>
<tr>
<td>Constant</td>
<td>1.101***</td>
<td>-1.020</td>
<td>1.103***</td>
<td>-1.590</td>
<td>1.160***</td>
<td>-0.650</td>
</tr>
<tr>
<td>(0.283)</td>
<td>5.095</td>
<td>0.292</td>
<td>(5.054)</td>
<td>(0.308)</td>
<td>(5.059)</td>
<td></td>
</tr>
<tr>
<td>Observations</td>
<td>1,591</td>
<td>1,591</td>
<td>1,570</td>
<td>1,570</td>
<td>1,493</td>
<td>1,493</td>
</tr>
<tr>
<td>R-squared</td>
<td>0.939</td>
<td>0.636</td>
<td>0.935</td>
<td>0.632</td>
<td>0.934</td>
<td>0.630</td>
</tr>
<tr>
<td>F test</td>
<td>3742***</td>
<td>51.8***</td>
<td>3696***</td>
<td>48.6***</td>
<td>3345***</td>
<td>53.6***</td>
</tr>
<tr>
<td>Number of countries</td>
<td>161</td>
<td>159</td>
<td>151</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Robust standard errors in parentheses

*** p<0.01, ** p<0.05, * p<0.1
### Table 7: Linear and Fixed-Effects Regression Models of Maximum Monetary Penalties and Demographic Variables on Log Commercial Services Exports and Imports (2005-2018)

<table>
<thead>
<tr>
<th>VARIABLES</th>
<th>Exports</th>
<th>Imports</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>(1)</td>
<td>(2)</td>
</tr>
<tr>
<td>Maximum Monetary Penalty</td>
<td>0.0313***</td>
<td>0.0212***</td>
</tr>
<tr>
<td></td>
<td>(0.00829)</td>
<td>(0.00672)</td>
</tr>
<tr>
<td>GDP (Log)</td>
<td>1.266***</td>
<td>0.653***</td>
</tr>
<tr>
<td></td>
<td>(0.0465)</td>
<td>(0.0969)</td>
</tr>
<tr>
<td>Population (Log)</td>
<td>1.284***</td>
<td>-2.268</td>
</tr>
<tr>
<td></td>
<td>(0.289)</td>
<td>(2.110)</td>
</tr>
<tr>
<td>Mobile Subscriptions (Log)</td>
<td>0.147*</td>
<td>0.107</td>
</tr>
<tr>
<td></td>
<td>(0.0892)</td>
<td>(0.105)</td>
</tr>
<tr>
<td>Education (Log)</td>
<td>0.195</td>
<td>0.215</td>
</tr>
<tr>
<td></td>
<td>(0.245)</td>
<td>(0.258)</td>
</tr>
<tr>
<td>Labor Force (Log)</td>
<td>-1.464***</td>
<td>-0.564</td>
</tr>
<tr>
<td></td>
<td>(0.262)</td>
<td>(0.746)</td>
</tr>
<tr>
<td>Urban Population (Log)</td>
<td>-0.465***</td>
<td>2.980*</td>
</tr>
<tr>
<td></td>
<td>(0.135)</td>
<td>(1.510)</td>
</tr>
<tr>
<td>Access to Electricity (Log)</td>
<td>0.573***</td>
<td>-0.187</td>
</tr>
<tr>
<td></td>
<td>(0.190)</td>
<td>(0.416)</td>
</tr>
<tr>
<td>Constant</td>
<td>-4.519***</td>
<td>4.078</td>
</tr>
<tr>
<td></td>
<td>(0.814)</td>
<td>(11.31)</td>
</tr>
</tbody>
</table>

| Observations                     | 448         | 448         | 448         | 448         |
| R-squared                        | 0.907       | 0.635       | 0.936       | 0.681       |
| F test                           | 723.2       | 29.24       | 1019        | 29.94       |
| Number of countries              | 66          | 66          |

Robust standard errors in parentheses
*** p<0.01, ** p<0.05, * p<0.1
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